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Passwords Register (Year)
Storing passwords securely is essential for any organisation, including sporting clubs, to protect sensitive information and maintain the integrity of their systems. Here are some safe practices for storing passwords:

1. Use a Password Manager - Implementing a password manager is one of the most secure ways to store and manage passwords. Password managers can generate strong, unique passwords for each account and securely store them in an encrypted vault. Users only need to remember one strong master password.

2. Strong Password Policies - Enforce strong password policies that include a mix of upper and lower case letters, numbers, and special characters. Discourage the use of easily guessable passwords like "password123" or common words.

3. Multi-Factor Authentication (MFA) - Implement multi-factor authentication whenever possible. This adds an extra layer of security by requiring users to provide a second form of verification in addition to their password.

4. Regularly Update Passwords - Encourage users to update their passwords regularly. Regularly changing passwords reduces the risk of unauthorized access, especially if there is a chance that a password has been compromised.

5. Secure Storage of Master Passwords - If your organization uses a password manager, ensure that the master password to access the password manager is strong, known only to authorized personnel, and is stored securely.

Examples of passwords that need to be stored for a club are as follows:

Online Booking system e.g Trybooking
Website:

Username:

Password:

Email address used:

Phone number used:

CCTV – Clubhouse Monitor 
Website:


Username:

Password:

Email address used:

Phone number used:

Internet (F.I – Clubhouse-Internet-internet information)
Website:


Wifi Name:

Username:

Password:

Email address used:

Phone number used:

Alarm (Clubhouse Security System)
Website:


Username:

Password:

Email address used:

Phone number used:

Seniors Code
-


Juniors Code
-


Cleaners Code
-


Laptop

Brand
-


Password
-


Ipad

Brand
-


Password
-


Confectionary 

Website:


Username:

Password:

Email address used:

Phone number used:

Beer/Wine supplier (e.g. Dan Murphy’s)

Website:


Username:

Password:

Email address used:

Phone number used:

Website Admin access

Website:


Username:

Password:

Email address used:

Phone number used:

Rugby Explorer
Website:


Username:

Password:

Email address used:

Phone number used:

Email Account (e.g. gmail)

Website:


Username:

Password:

Email address used:

Phone number used:

Facebook Account 

Website:


Username:

Password:

Email address used:

Phone number used:
WhatsApp Account

Website:


Username:

Password:

Email address used:

Phone number used:

Instagram Account

Website:


Username:

Password:

Email address used:

Phone number used:

Database Management Software (e.g.Mailchimp)
Website:


Username:

Password:

Email address used:

Phone number used:

Accounting Software (e.g. Xero/MYOB)

Website:


Username:

Password:

Email address used:

Phone number used:
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